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Lifeline of Odisha

CORRIGENDUM NO. 001 TO TENDER NOTICE NO-TW/IT/0T/01/2023-24

Attention to the bidders in the aforesaid tender is drawn for the followings.

Th follng ends havbn

" |SECTION Ill: |32

| The bidder shall have |

done to the tender clauses.

‘| Eligibility experience of experience of implementing
Criteria implementing ISMS ISMS leading to ISO
leading to ISO 27001:2013 certification in
27001:2013 certification | at least three
in at least three Govt./PSU/Large Pubic
Govt./PSU/Large Pubic Limited/ Enterprise/Global
Limited Power Organisation of Power
Transmission Transmission Sectors
Organizations covering covering the scope of
the scope of SCADA (IT & | SCADA (IT & OT), Data
1 OT), Data Center & Grid | Center & Grid substation
substation infrastructure. | infrastructure. Out of the
Out of the above at least | above at least one such
one such project should | project should have been
have been successfully successfully executed for a
executed for a period of | period of three year for any
three year for any Govt. | Govt. of India Organization /
of India Organization / PSU / Large Pubic Limited/
PSU / Large Pubic Enterprise/ Global
Limited Power Organisation of Power
Transmission Transmission Sectors
Organizations costing costing not less than 50
not less than 50 Lakhs. Lakhs.
SECTION lll: | 32 | The Bidder: Should not The Bidder: Should not
Eligibility currently have been currently have been
Criteria blacklisted by any blacklisted by any
2 Government Government Departments/
Departments/ PSUs/ PSUs/ Enterprise/Global
Organizations for any Organizations for any
reason. reason.
SECTION-I 10 | Also conduct a Cyber Consultant Should also
3 Scope: Security mock drill on assist in conduct’ir}g
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1.3.1.4. existing IT/OT Cyber Security mock
Step-IV: infrastructure to design drills on existing IT/OT
ISMS response Process that infrastructure.
Internal test all elements of
Audit potential cyber
incident detection and
build the response
strategy.
SECTION-I Consultant shall carryout | Consultant shall carryout
Scope: half yearly vulnerability half yearly vulnerability
1.3.1.3. assessment and assessment and penetration
Step-lll: penetration testing testing (VA/PT) of IT-OT
ISMS Rollout (VA/PT) of IT-OT Systems, web applications,
Systems, web websites and network
applications, websites devices wherever applicable
and network devices as mentioned in the scope
4 wherever applicable as of work in two cycles (Cycle
mentioned in the scope 1- Vulnerability Assessment
of and penetration testing with
work in two cycles (Cycle | security audit, Cycle 2 -
1- Vulnerability Reverification and
Assessment and Issuance of cyber
penetration testing with | security reports with
security audit, Cycle 2 - | gaps and
Reverification and recommendations)
Certificate Issuance)

All other terms and conditions of the tender remain unchanged.
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